Privacy Policy

Rare Dementia Support (RDS) is committed to protecting your privacy. This policy explains how and why we collect and use your personal data and how we contact you.

Your personal data (any information that identifies you or relates to you personally) will be collected and held by Rare Dementia Support, on University College London (UCL) servers, and will be used to record your membership of RDS, keep you updated about our meetings, send you our newsletters and keep you up-to-date with research opportunities. RDS will never sell or swap your personal data.

The General Data Protection Regulation (GDPR) requires RDS to specify the basis on which we hold data. RDS holds and processes data under the Category of ‘Legitimate Interest’ (Article 6(1)(f)) ((EU) 2016/679 (General Data Protection Regulation)).

The information we collect and how we collect it

We collect and process different types of data about you in relation to RDS:

**Standard Web server traffic pattern information.** General traffic, site usage, and length of stay information is collected and stored in log files. This type of information is rarely shared outside of RDS, and then only in summary such that your personal information will remain anonymous and unidentifiable.

**Personal information you provide to us:** We receive personal information from you when you ask about our activities, request services from us (such as membership, publications and email newsletters), use our services, or otherwise give us personal information. The type of personal information we collect will include information such as:

- First name
- Surname
- All or a number of the following contact details:
  - Address including postcode
  - Email address
  - Telephone number
- Which support group(s) you are interested in
**Personal Sensitive Data:** We may record and store sensitive personal data (such as information relating to a specific health condition) where you have volunteered this information to us (e.g. if you write a blog for us). These data are stored and processed for the purposes of understanding what motivates our members, and also for communicating your experiences in our public engagement activities. If this does occur, we will ask for your informed consent to share this information. Occasionally, it may be useful for us to find out why you are supporting us. In providing this information, you may disclose personal sensitive data. This information helps us understand the benefits of our work. You do not have to provide this information and we only want you to answer if you are happy doing so.

**Personal information provided to us by third parties:** Sometimes, we receive personal information about you when you engage with other organisations. When this happens we will treat the information in the same way as if you had shared it directly with us.

---

**How we use the information we collect**  
We will use your personal information primarily to:

- Record your RDS membership and manage your preferences for hearing from us
- Inform you about upcoming support group meetings and research opportunities
- Send you newsletters and other ad hoc correspondence (e.g. a letter from Professor Fox/Crutch thanking you for your support)
- Let you know about changes to our services or policies
- Investigate and respond to feedback and/or other issues
- To evaluate and develop our services (e.g. assessing trends by analysing call volume and frequency). All information used in this way will be anonymised.

*If you contact RDS on behalf of another person (i.e. to register their interest in membership) you must ensure that you have the right to share their personal information with us.*

If at any time you would like us to remove or update your details, please contact contact@raredementiasupport.org.
Building profiles to improve the service we provide

By registering with RDS, you have agreed to provide the information outlined above. We may analyse this information in order to tailor the services we provide and the information we share (e.g. we may inform you of a newly-formed regional support group in your area that we think may be of interest to you).

In some instances, the personal information we hold about you may highlight other RDS members either within your local area, and/or whose interest in a particular support group may align with yours. We may contact you to ask if you would like to be put in touch with these other RDS members.

How we protect the information we collect

RDS’ operations are based in the UK and we store RDS data on UCL servers.

We use a range of physical and technical measures to keep your data safe and to prevent unauthorised access to, use or disclosure of your personal information. We control who has access to information (using both physical and electronic means). Your information is only accessible by appropriately trained staff. RDS staff receive information governance training which outlines the protocols that personnel are required to follow when processing personal data.

We may, in some limited circumstances, have an obligation to disclose your details to the police, regulatory bodies or legal advisors.

We will only ever share your data in other circumstances if we have your explicit and informed consent.

How long we store information

We will only use and store information for so long as it is required for the purposes it was collected for. How long information will be stored for depends on the information in question and what it is being used for. Membership data will only be kept whilst you wish to remain a member. The storage of other information (e.g. a blog post) will be continually reviewed and deleted when no longer required.
Your rights to your data

We want to ensure you remain in control of your personal data. Part of this is making sure you understand your legal rights, which are as follows:

You have the right to:
- request a copy of the information we hold about you;
- update or amend the information we hold about you if it is wrong;
- change your communication preferences at any time;
- ask us to remove your personal information from our records; or
- Raise a concern or complaint about the way in which your information is being used.

Please keep in mind that there are exceptions to the rights above and, though we will always try to respond to your satisfaction, there may be situations where we are unable to do so.

RDS website and external links

Our privacy policy extends to the RDS website. The RSD website contains links to other sites, including sites that have a special relationship with us. We do not disclose personal identifiable information to these linked sites and we are not responsible for their privacy practices. **Links to other sites do not imply an endorsement of the materials or policies on those websites. You should read the privacy policies of each site you visit to determine what information that site may be collecting about you.**

Updates to this privacy policy

The RDS privacy policy will be updated periodically and posted on our website. It applies only to our online practices and does not encompass other areas of the organisation. We reserve the right to update this policy at any time. If a material change is made to the policy, those changes will be clearly posted on the RDS Website.
Use of cookies

Most websites use cookies (e.g. small files that are sent to your Web browser and stored on your computer’s hard drive) to speed up your access to the information you wish to see, but it does not contain any personal information. The majority of Web browsers accept cookies, but the “help” menu on your browser should give you options for preventing, accepting, or receiving notice of new cookies. However, please be aware that if you block cookies, some Web site functionality may be lost.

Feedback and complaints

If you would like to give us any feedback or if you have a complaint, please email RDS directly on contact@raredementiasupport.org. If you are not satisfied with our response, or you believe that your data protection or privacy rights have been infringed, you have a right to complain to the UK Information Commissioner’s Office which regulates and enforces data protection law in the UK. Details of how to do this can be found at www.ico.org.uk

This Privacy Policy was last updated on 10 May 2018.